РУБРИКА: Банк России предостерегает!

*Наиболее распространенные виды мошенничества*

**Покупатель из Интернета**

Мошенники могут выступать в роли покупателей на сайтах бесплатных объявлений или в соцсетях. Они звонят и убеждают в своем намерении приобрести товар, заявляя о готовности перевести аванс вам на карту, чтобы товар не купил кто-то другой. Для этого «покупатель» просит вас сообщить ему данные карты: номер, код CVV, срок действия, ваши ФИО. В некоторых случаях злоумышленник пытается узнать код из CMC для подтверждения транзакции. Получив такие данные, преступники похищают денежные средства.

***Совет:***

**Чтобы избежать обмана, не сообщайте незнакомцам данные своей карты ни под каким предлогом.**

**Рассылка CMC от имени родственников и друзей**

Популярным способом мошенничества является рассылка CMC якобы от имени родственников (обычно детей), которые попали в беду и им необходимы деньги для того, чтобы из нее выбраться. Реакция на возможную угрозу, как правило, весьма бурная, поэтому в порыве эмоций некоторые родители переводят деньги злоумышленникам.

***Совет:***

**Чтобы не стать жертвой этого вида мошенничества, при получении CMC подобного содержания позвоните на телефон родственнику или другу, от имени которого оно пришло, и убедитесь, что с ним все в порядке.**
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